Q. Can my child befriend staff?  Under no circumstances are members of staff permitted to ‘friend’ children through Social Networking sites.  Should a child make a ‘friend request’ the member of staff will immediately contact the Head Teacher to report it. They will in turn contact the parents of the child concerned and raise with them concerns about the child using inappropriate social networking.
Q.  What is cyberbullying?
"Cyberbullying" is when a child, preteen or teen is tormented, threatened, harassed, humiliated, embarrassed or otherwise targeted by another child, preteen or teen using the Internet, interactive and digital technologies or mobile phones. It has to have a minor on both sides, or at least have been instigated by a minor against another minor.
If you think your child has been a victim of ‘cyberbullying’ it is important that you contact the school immediately. 

You should also make sure your child understands the possible consequences if they are themselves involved in cyberbullying someone else.  It is against the law and can result in police involvement.

Q.  What can I do to keep my child safe?  
Most forms of social media require a PIN to confirm the person using it is over the age limit.  As a parent or carer you should know all your child’s passwords and also check their internet history at least once a week to ensure they are not sending or receiving any inappropriate material.  If you are unsure, please contact the Headteacher who will arrange for you to be shown what to do.
A parents’ guide to Social Networking.
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Everybody Excelling Everyday, No Excuses!
        Helping to keep your child safe in the world of technology.  
Q. What is Social Networking?
Social networking applications include, but are not limited to: 

· Blogs, for example Blogger 

· Online discussion forums, such as netmums.com and MSN, whats app, popjams, ask.
· Collaborative spaces, such as Facebook,
· Media sharing services, for example YouTube 

· ‘Micro-blogging’ applications, for example Twitter 

All of these are accessed through the internet which your child can get onto through Laptops, mobile phones, PCs, Play Stations and X Boxes, IPads and other tablets.
Q.  Is there an age limit for social networking sites?
Facebook, MSN and Twitter all advise that children should be over 13 to register with them.  My Space advise children should be at least 14.
The following are extracts from Facebook privacy policy: 

“If you are under age 13, please do not attempt to register for Facebook or provide any personal information about yourself to us. If we learn that we have collected personal information from a child under age 13, we will delete that information as quickly as possible. If you believe that we might have any information from a child under age 13, please contact us”
Q.  What are the risks of my child using social networking sites?

Objectionable Content:  On many online communities, users post material that is not appropriate for children or that many parents would find objectionable. This can include obscene language, racist or violent text or images, and a wide range of sexual content including pornography. 
Overexposure: Parents need to be concerned not only with what their children might see and hear, but also what they may present. 
Contact with predators: Much publicity has been generated around sexual predators (mainly adults) looking for minors to exploit. There are such individuals who frequent online communities that teens use. Sometimes, these adults will pretend to be teens themselves, but often they will be quite clear about their age and intent.
Q.  Does my child have access to Social Networking in school?
The school applies very strict controls to any social networking site.  They are carefully filtered to prevent any child or adult being able to access them through the school’s computers.

Where access is permitted, for example, ‘Youtube’ it is carefully monitored to ensure all clips are only being used to enhance your child’s learning.

